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	 N.J.S.A. 26:2H-18.64 (the “Take All Comers Statute”) 
requires all New Jersey hospitals to provide admission and 
appropriate services to any patient who presents to the 
hospital regardless of their ability to pay. N.J.A.C. 10:52-
11.14 prohibits hospitals from billing or seeking to collect 
for the services provided to any patient who qualifies for 
charity care. The combination of these two New Jersey laws 
effectively requires hospitals to provide a potentially unlimited 
amount of care to a potentially unlimited number of patients 
without any obligation by the State to pay for such care. The 
5th Amendment of the United States Constitution prohibits 
the government from “taking” private property for a public 
purpose unless it pays the property owner “just” compensation.
	 For nearly two decades, New Jersey hospitals have sought to 
obtain “just” compensation for the uncompensated care they’ve 
provided to the State’s most vulnerable patient populations. 
New Jersey hospitals have fought this fight in the state agencies, 
administrative courts, New Jersey trial and appellate courts, 
and, most recently, in the New Jersey Supreme Court. 
	 The hospitals have been told by the agencies and the courts 
that they don’t have the authority to hear constitutional takings 
challenges, that the agencies lacked jurisdiction to decide the 
constitutional issue, that the hospitals’ claims were not ripe 
for adjudication, that the duty to provide free care does not 
arise until the hospital makes someone a “patient” which is 
the hospital’s voluntary decision, and that the hospitals don’t 
have a legitimate expectation that they will be able to realize a 
profit from their operations in the heavily regulated healthcare 
industry. 
	 But the hospitals keep fighting the good fight . . . 
	 This past July, the New Jersey Supreme Court found that 
no taking of the hospitals’ property had occurred under two 
important Supreme Court of the United States (“SCOTUS”) 
cases entitled Horne v. Department of Agriculture, 576 U.S. 
350 (2015) (Horne), and Cedar Point Nursery v. Hassid, 594 

U.S. 139 (2021) (Cedar Point). 
Both Horne and Cedar Point held 
that unconstitutional takings had 
occurred under the facts of those 
cases.
	 Horne held that a 
regulation requiring California 
raisin growers to reserve a 
percentage of their crop for use 
by the Department of Agriculture was a per se physical taking. 
However, the New Jersey Supreme Court distinguished the 
facts in Horne from the hospitals’ case on the grounds that the 
Take All Comers Statute did not require hospitals to “physically 
set aside” any portion of the hospitals’ property for use by the 
government or indigent patients, nor was there a transfer of 
title to the property from the hospital to the government or 
indigent patients. The court suggested, however, that if the 
hospitals “were required to hand over boxes of bandages or to 
surrender medical devices to the government or a third party, 
which could then sell or dispose of those bandages or devices 
at will, this case would fall neatly into Horne’s analysis.”
	 Cedar Point held that a regulation requiring farm owners 
to permit access to their property by union organizers for up 
to 3 hours per day/120 days per year likewise constituted a per 
se physical taking of the farm’s private property. However, the 
New Jersey Supreme Court distinguished the facts in Cedar 
Point on the basis that a hospital, unlike the farm, is “open 
to the public,” which made the case more analogous to the 
shopping center which was found to be akin to the modern 
“town square” in SCOTUS’s earlier case of PruneYard Shopping 
Center v. Robins, 447 U.S. 74 (1980), and therefore, there can 
be no taking. 
	 Despite finding no taking of the hospital property, the New 
Jersey Supreme Court acknowledged the charity care program’s 
unfair requirement “for medical professionals and hospitals to 
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protect your operating margins and liquidity, preserving capital 
during post incident recovery.
Risk Reduction Steps & Policy Implications
	 Cyber insurance premiums are determined by how an 
underwriter views your organization’s risk profile. The stronger 
your cybersecurity posture, the lower your risk rating—and 
often the more favorable your premiums. A well-documented, 
actively managed cybersecurity program directly protects not 
only your systems and data, but also your Days Cash On Hand 
(DCO) by preventing costly incidents and keeping insurance 
costs under control.
Best Practice Controls
	 •	 Multifactor Authentication (MFA): Strengthens 
		  identity security and prevents unauthorized access.
	 •	 Password Complexity Standards: Enforces strong, 
		  unique credentials across the enterprise.
	 •	 Role-Based Access (RBAC): Ensures employees only 
		  have access to the data and systems needed for their role.
	 •	 Patch and Upgrade Management: Keeps systems 
		  current and reduces known vulnerabilities.
	 •	 Penetration and Stress Testing: Validates resilience and 
		  identifies weaknesses before attackers do.
Best Practices for Risk Reduction
A. Training & Awareness
	 •	 Conduct regular phishing awareness programs to reduce 
		  social engineering risk.
	 •	 Introduce staff to emerging threats such as deep fakes and 
		  AI-driven impersonation attempts.
B. Continuous Monitoring
Use electronic monitoring tools (IoT/medical device 
monitoring, incident & event monitoring).
Reinforce with human oversight & common sense—encourage 
staff to question unusual requests or behaviors.
C. Incident Response & Resilience
	 •	 Maintain a clear, tested Incident Response Plan (IRP).
	 •	 Conduct tabletop and walk through exercises with 
		  executives, IT, clinical staff, and finance teams to ensure 
		  readiness.
D. Independent Validation
	 •	 Schedule third-party audits and assessments, as well 
		  as Pen Tests, to verify compliance, uncover blind spots, 
		  and provide assurance to insurers.
	 •	 Schedule third-party physical access tests to visitor access, 
		  verify card access, and loading dock access. 
Closing Note
	 In this article, we have touched on the methods hackers 

utilize to compromise your system, types of insurance, law, and 
financial impacts. You have worked hard, with multiple health 
insurance carriers, to collect your revenue and maintain a low 
aged accounts receivable. To properly tailor your cyber coverage 
contracts, it is imperative your CIO and internal counsel work 
with a cyber security insurance broker to protect your capital 
and hard work.
	 In August 2025, Becker’s Hospital Review reported 
19 hospital closures. While closures often reflect multiple 
pressures, financial losses from cyber incidents can accelerate 
insolvency. Protect your Days Cash on Hand with strong cyber 
hygiene and the right insurance coverage.
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